**Information Security – Regional Champions**

**Overview**

There is a need to have regional Security champions in order to ensure we have

1. Additional support for regional and in-market teams on Security-related queries and questions.
2. relevant and timely information on security-related issues fed to the central global team. Lack of visibility of local security threats results in security gaps that are not apparent from central view.

**Role Responsibilities**

1. Forward any relevant local security threats to the Central Information Security team.
2. Act as Local Process Owners (LPOs) for the Information Management & Security Global Policy.
3. Act as a go-to person for Security-related queries and questions for the region.
4. Act as a conduit for communication of security-related considerations to and from the central Information security team. This person should have key contacts in the region (within IS and the business) who can be utilised to target communications and provide essential input and feedback on Security initiatives.
5. Link with in-market Compliance & Ethics Managers in your region. Act to support the C&E managers in relation to Information Security matters.
6. Create and maintain a network of in-market SMEs to support the business around the IM&S Policy.

**Suggested requirements for the role**

* 1. An interest in Information Security.
  2. A willingness to get involved in this initiative.
  3. A line manager who is supportive of this career enhancing opportunity.

**Approximate Time Requirements**

One hour per week