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Step 1: Download and install miTracker

Click here to download miTracker setup file. After the download is finished, double click the setup file to complete
the installing process.

Step 2: Register your user account and password

Input your user name, password and email to register your account in miTracker database. Take care of these
confidential information.

Please register.
Only a-z, A-Z, 0-9 and &-_. alowed.

User Name foranith] 6-16 letters

Password  [*eeeee | 6-s0ktters
Confin [s0s00e [
Email foc@gmalcom | Lass than SO letters

Step 3: Input the serial number or use the trial version firstly

After registration, it will ask for a serial number. If you have already purchased the product, input your purchased
license here. If you don't buy it, please click "Free Trial" button to get 15 days full function evaluation or you can
click "Buy Now" button to purchase from miTracker online store.

Activate your software:
Thank you for choosing miTracker. Activation removes the 15-day
limitation and offers free product updates.

Serial (
Number

Step 4: Run miTracker and start to protect your laptop & data

miTracker has simplistic interface which is easy for operation. From the main interface, we can see clearly that
miTracker is composed of local features and cloud based functions. Local features include "File Encryption" and
"File Shred". Cloud based features include "Locate stolen laptop", "Remotely delete files from stolen laptop" and
"Remotely lock the stolen laptop". All these features are designed to keep your laptop and data security.
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Testimonial

" Amazing laptop tracking software. | lost
my laptop and | was so worried about
the confidential files in my laptop.
Thanks to miTracker, it helps me delete
the file and then lockdown the computer
totally. | don't have the data leakage
concern any more "

— Ryan Smith
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Welcome to miTracker PC Theft Defense Solution

€2. User Name: s

m File Encryptor

Connection:  Online

Licence: trial version

IP Address: Susss

Double guards for your PC

‘G Local Protection

Remote Control File Encryptor

1=} File Shredder

"= Center

Help you to encrypt sensitive
information and nobody can get

access into it.

miTracker will File Shredder
expire in days. Help you to shred your

unwanted sensitive data

permanently and nobody can
restore it.

Step 5: Encrypt your important files with local File Encryption

miTracker employs military AES encryption standards and it can encrypt both files and folders. For individual file,

Remote Control Center

When your pc is lost or stolen, you
can login to the remote control
center to delete the sensitive files
and lock down your pc remotely so
that no one can use it.

Q Remote Protection

Ver. 1.2.0

click "Add Files" and then click okay to start encrypting. For many files, you can create a folder and put all the
files into this folder, then click "Add Folder" to encrypt. If you want to decrypt the files, select it and click "
Decrypt" button, then it will decrypt automatically.

milracker

Help

miTracker File Encryptor applies AES algorithm to encrypt your personal data and no one can
get access to it.

[ overview
Jtest.pptx
"'“"‘7 File Encryptor & testnt
B9] test.docx

Remote Control
—=_ Center

1=} File Shredder

miTracker will
expire in days.

Path

C:\Users\test\Desktop...
C:\Users\test\Desktop...

sers\test\Desktop...
C:\Users\test\Desktop. ..

Status

Encrypted
Encrypted
Encrypted
Encrypted

Time

09-21-2012...
098-21-2012...
09-21-2012...
08-21-2012...

Ver. 1.2.0

Step 6: Delete all your unwanted but important files with local File Shredder

For unwanted but confidential files that you want to destroy, File Shredder is your right choice. Click "Add Files"
to input individual file or click "Add Folder" to input batch files, then click "Shred" to delete all the files
permanently and nobody can recover. There are five shredding algorithm for your choose, Gutmann Algorithm,
Erase and random data, National safety association standard, United States military standard, North Atlantic

Treaty Organization standard.
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miTracker File Shredder helps you to shred all unwanted data completely and make sure no
one can recover in the future.

[ overview Name | Path ‘Add Fies
@]test.ducx C:\Users\test\Desktop \test folder\test.docx
@ test.jnt C:\Users\test\Desktop\test folder\test.jnt

F&r File Encryptor Esltest.pptx  C:\Users\test\Desktop\test folder test.pptx Add Folder

3 test.rar C:\Users\test\Desktop\test folder\test.rar

L"‘ﬁmg File Shredder

E Remote Control

Remove

[ miTracker will

Erase and write random data

Use National Safety Association Standard
Use United States Military Standard
Use North Atlantic Treaty Organization Standard

Step 7: Log into online control center to recover stolen laptop through cloud based

When you find your laptop lost or stolen, you need the cloud based features to help you find back the laptop and
protect your data stored in it. Go to the online control center entrance page, login it with your registered name
and password. The login page address is http://www.mitracker.com/control/login.aspx

miTracker Control Center Please log in

”°

> Remotely lock down your PC to prevent

unauthorized access Username
Password

> Remotely shred your files to protect
your privacy

> Remotely send lost messages to get
your PC back Remember me

Once you login, your device and account information including IP address, MAC address, license expiration date
and device status. Click "Click here for further actions" to apply more actions on your stolen laptop through
remote control.

Devices List
here for further actions
ST s
Status: Normal License Status: Trial
IP: el License Expiration:  10-06-2012
TAC: gupesbrtniitinin.
—
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Step 9: Locate the stolen laptop

Click "Location" tab, your stolen laptop location will be displayed. miTracker uses Wifi location technology, so it is

shockingly accurate.

Device Location
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Firstly turn on the "Missing" button, this is the main switch. Then turn on the "Lock" button, choose to type the
message or leave it blank, this is optional. The typed message will display in the stolen computer, or just black
screen if you leave the message blank.

Setting status

missing? BN | @

| Lock | Delete

| Remotely lock down the computer to prevent | Remote delete privacy material from
| unauthorized access and identity theft. the computer. |

|: Yoo E:Ie |Speciﬁcﬁletype: H

['NO|@
| [
| Enter the lock Message you wish to appear : ﬁ |

on the display of your missing device: L) ﬁles.l NO&

i i

The device is reported missing M'%%?Jﬂm(:ﬁmi 1‘ NO |9

[

Other Productivity h |

4 | Dooumems:l i b

| Tip:You can leave lock Message blank. Web Browser Flles:! NO @

Image Flles:] NO '0‘
Compressed Files:{ NO '9
z |

Save Changes

After several seconds, the lost computer is locked down totally. See below screenshot.
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This device Is reported missing.

Step 11: Remotely delete the files from the stolen laptop

You can specify files by extension, if you have a specific type you want to get rid of. You also can select "Preset
files" to Yes to delete files which are encrypted by miTracker local File Encryption feature. Some standard file
types can also be deleted remotely such as Office, common file types (PDF, txt, etc), web browser caches, image
files, and compressed file types. Mare sure the "Missing" button is turned on, then click the ones you want and
hit save button.

| | Location | Device configuration

Ihlissing’) XYES |U

Lock Delete

Remotely lock down the co

the oductivi Ye—
Mher Produ / 10 1@
Documents
, M blank .

Tip:You can leave lock Message blank Web Browser Files Ole

= ;
Image Files NO | @

-
Compressed Files 0@

save Changes

What’s Next

Only $19.95/year
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