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I. The Opportunity of Attritable, Autonomous Systems

Chairman Gallagher, Ranking Member Khanna, thank you for the opportunity to testify today.

The Defense Department’s Replicator initiative has a bold agenda: to field thousands of attritable, autonomous systems in 18 to 24 months.

This effort is not only valuable, it is necessary if the U.S. military is to reverse its decades-long death spiral of rising costs and shrinking quantities for major weapons platforms.

If the U.S. military is to deter and, if necessary, defeat the People’s Republic of China in a military conflict in the western Pacific, the United States will need large numbers of low-cost attritable systems to generate the mass necessary to prevail in a conflict.

For decades, the U.S. military has seen rising per-unit costs for its ships and aircraft. These rising costs have forced tradeoffs in quantity, and the result has been a shrinking force. U.S. military assets are individually capable but are in insufficient number for the scale of a conflict against China.

We have seen in Ukraine the scale of violence and casualties that are possible in an interstate war and the possibility that such a war could drag on for months or even years. To give a sense of scale, the level of casualties that both sides have seen in Ukraine would render the U.S. Army combat ineffective in a matter of months.

The U.S. military will need a range of platforms, including expensive capital assets such as aircraft carriers and stealth bombers, but it also will need complementary low-cost uncrewed systems to bring greater mass. We have seen in Ukraine the value of such an approach.

Both Russia and Ukraine have fielded large numbers of low-cost drones, flooding the skies with sensors to find and track enemy ground targets. These drones have not replaced the role of infantry and artillery, but they have changed the dynamic on the ground. Troops must take greater efforts to conceal themselves from aerial drones, which can be used as spotters for artillery strikes. Forthcoming analysis by my CNAS colleague Dr. Stacie Pettyjohn has assessed that this persistent surveillance has hindered both sides’ ability to mass forces for surprise attacks.

Moreover, the low cost of these systems enables their replenishment, even if individual systems are not survivable. According to analysis by Jack Watling and Nick Reynolds of the Royal United Services Institute, Ukraine is losing 10,000 drones a month. Yet it is able to reconstitute those forces by using cheap, commercially available drones. Russia has been able to produce extremely inexpensive military drones, saturating the skies above Ukrainian forces. At around $100,000 apiece, the Russian Orlan-10 is so inexpensive that Ukrainian defenders don’t bother to shoot it down, since doing so would require expending scarce medium-range surface-to-air missiles and Russia has deep reserves of drones.

This is a way of fighting that the U.S. military does not have in its current force. But it is part of U.S. history. In World War II, at the height of production, Allied factories were producing over 3.5 times as many tanks and airplanes as the Axis powers. Today, the war in Ukraine has strained the defense industrial base’s capacity for munitions production. For the United States to be ready for a conflict with China, it must be able to produce forces at greater speed and scale than it has done to-date.
II. Obstacles to Success

Replicator is a test of the Defense Department’s ability to generate the types of systems it needs, in the quantity it needs them, and at the speed required to deter China. The Pentagon’s bureaucracy is likely to face challenges along all three of these dimensions.

Low-cost attritable platforms and autonomous systems are both paradigm-busting concepts inside the Department of Defense. These concepts have supporters, including the Department’s current leadership, but they challenge the Pentagon’s traditional ways of doing business. Keeping an acquisition system low-cost – which is essential if the platforms are to be procured in sufficient quantities – will be especially challenging, since the default instinct of the DoD’s acquisition system is to add requirements and increase survivability, which will raise costs and threaten the success of such an effort.

Even if DoD can be disciplined about system requirements, it will be challenged to move at the speed that is required. Many military and intelligence officials have warned about the pressing danger of Chinese military aggression against Taiwan. Even if DoD succeeds in its goal of fielding thousands of systems in 18 to 24 months, by then at best it will be 2025. The clock is ticking, Replicator is an important step, but it is one the DoD should have taken a decade ago. Speed is now essential. One of the clear lessons from the wars in Iraq and Afghanistan is that the military bureaucracy can move quickly when needed to rapidly field capabilities. DoD did so with a host of essential capabilities for the war: intelligence, surveillance, and reconnaissance aircraft; counter-improvised explosive device technologies; and mine-resistant ambush protected vehicles. Yet each case required direct intervention by the Secretary of Defense to circumvent traditional requirements and acquisition processes that were too slow and not focused on urgent needs. Similar senior-level attention by Department leaders will be required for Replicator to succeed, along with Congressional support.

The DoD has had recent successes in breaking the mold and moving quickly. The Defense Innovation Unit in particular has brought in commercial technologies in a matter of weeks and months, not years and decades. But too often these innovation success stories have been small-scale, bespoke solutions to one-off problems. To field thousands of systems, DoD will need to operate quickly at scale, something it has often struggled to do. When DoD has attempted to scale solutions, it has often run into obstacles, including outside the Department. The $10 billion JEDI cloud computing contract was mired in protests and lawsuits that wasted three and a half years and ultimately led DoD to scrap the contract. Obstacles to change exist not just inside the Department but also in the broader defense ecosystem, including contracting rules that incentivize companies to take a scorched earth approach when they don’t win contracts.

III. A Catalyst for Change

Replicator is essential not just because of the capabilities it aims to field, but because of the path it is blazing through the morass of institutional red tape. Speed and scale of acquisition and new warfighting paradigms will be needed not just for autonomous systems but across the force if DoD is to transform itself rapidly to counter a rising China. If successful, Replicator can train the institutional muscle memory needed inside the defense establishment – not just in the Pentagon but in industry as well – to move quickly, experiment with new concepts, and scale production.

Is it possible? The United States mobilized for and fought the entirety of World War II in six years. Today, the average time from program start to initial operational capability for major defense acquisition programs is 11 years. The United States can move faster when the moment demands it. Nor are these episodes confined to our distant past. With government support, U.S. industry rapidly scaled vaccine production during COVID to produce over 100 million vaccines per month by the end of 2021.
Despite repeated warnings from intelligence and military leaders, the U.S. defense establishment is not on a war footing today. Replicator is a chance to change that dynamic, and Congressional support will be essential for this vital effort to succeed.

Thank you.
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