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Cybersecurity Hearings 116th Congress (2019–2020)  
*as of October 31, 2019 

 

House Hearings  

 

Committee on Armed Services  
1) Department of Defense Information Technology, Cybersecurity, and Information Assurance, February 26, 2019.  
2) Fiscal Year 2020 Budget Request for U.S. Cyber Command and Operations in Cyberspace, March 13, 2019.  

 

Committee on Energy & Commerce  
1) Keeping the Lights On: Addressing Cyber Threats to The Grid, July 12, 2019.  

 

Committee on Homeland Security  
1) Securing U.S. Surface Transportation from Cyber Attacks, February 26, 2019.  
2) Resourcing DHS’ Cybersecurity and Innovation Missions: A Review of the Fiscal Year 2020 Budget Requests for 

the Cybersecurity and Infrastructure Security Agency and the Science and Technology Directorate, April 30, 
2019.  

3) Growing and Diversifying the Cyber Talent Pipeline, May 21, 2019.  
4) Cybersecurity Challenges for State and Local Governments: Assessing How the Federal Government Can Help, 

Jun 25, 2019. 
5) Preparing for the Future: An Assessment of Emerging Cyber Threats, October 22, 2019.  

 

 

Senate Hearings  
 

Committee on Commerce, Science and Transportation  
1) Strengthening the Cybersecurity of the Internet of Things, April 30, 2019. 
2) China: Challenges for U.S. Commerce, March 7, 2019.  

 

Committee on Energy & Natural Resources  
1) Hearing to Consider the Status and Outlook for Cybersecurity Efforts in the Energy Industry, February 14, 

2019.  

 

Committee on Homeland Security  
1) Majority and Minority Staff Report- Federal Cybersecurity: America’s Data at Risk, June 25, 2019.  

 

Committee on Small Business and Entrepreneurship  
1) Cyber Crime: An Existential Threat to Small Business, March 13, 2019.  
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Cybersecurity Hearings 115th Congress (2017–2018)  
 

House Hearings  

 

Committee on Armed Services  
1) Cyber Warfare in the 21st Century: Threats, Challenges, and Opportunities, March 1, 2017.  
2) Fiscal Year 2018 Budget Request for U.S. Cyber Command: Cyber Mission Force Support to Department of 

Defense Operations, May 23, 2017.  
3) Cyber Operations Today: Preparing for 21st Century Challenges in an Information-Enabled Society, April 11, 

2018. 
4) A Review and Assessment of the Department of Defense Budget, Strategy, Policy, and Programs for Cyber 

Operations and U.S. Cyber Command for Fiscal Year 2019, April 11, 2018.  
5) Interagency Cyber Cooperation: Roles, Responsibilities and Authorities of the Department of Defense & the 

Department of Homeland Security, November 14, 2018.  

 

Committee on Energy and Commerce  
1) The Electricity Sector’s Efforts to Respond to Cybersecurity Threats, February 1, 2017.  
2) Cybersecurity in the Health Care Sector: Strengthening Public-Private Partnerships, April 4, 2017. 
3) Examining the Role of the Department of Health and Human Services in Health Care Cybersecurity, June 8, 

2017.  
4) DOE Modernization: Legislation Addressing Cybersecurity and Emergency Response, March 14, 2018.  
5) Examination of the GAO Audit Series of HHS Cybersecurity, June 20, 2018.  
6) DOE Modernization: The Office of Cybersecurity, Energy Security, and Emergency Response, September 27, 

2018. 

 

Committee on Financial Services  
1) The Semi-Annual Report of the Bureau of Consumer Financial Protection, April 5, 2017.  
2) Implementation and Cybersecurity Protocols of the Consolidated Audit Trail, November 30, 2017.  

 

Committee on Foreign Affairs  
1) Ukraine Cybersecurity Cooperation Act of 2017: End Banking for Human Traffickers Act of 2017, United 

States- Jordan Defense Cooperation Extension Act, and War Crimes Rewards Expansion Act, December 14, 
2017.  

2) U.S. Cyber Diplomacy in an Era of Growing Threats, February 5, 2018.  

 

Committee on Homeland Security  
1) The Current State of DHS Private Sector Engagement for Cybersecurity, March 9, 2017. 
2) A Borderless Battle: Defending Against Cyber Threats, March 22, 2017. 
3) Challenges of Recruiting and Retaining a Cybersecurity Workforce, September 7, 2017.  
4) Examining DHS’s Cybersecurity Mission, October 3, 2017. 
5) Public-Private Solutions to Educating a Cyber Workforce, October 24, 2017.   
6) Examining Physical Security and Cybersecurity at Our Nation’s Ports, October 30, 2017.  
7) Maximizing the Value of Cyber Threat Information Sharing, November 15, 2017.  
8) CDM, the Future of Federal Cybersecurity? January 17, 2018.  
9) Examining DHS’ Efforts to Strengthen Its Cybersecurity Workforce, March 7, 2018.  
10) Assessing the State of Federal Cybersecurity Risk Determination, July 25, 2018.  
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11) Understanding Cybersecurity Threats to America’s Aviation Sector, September 6, 2018.  
12) Interagency Cyber Cooperation: Roles, Responsibilities and Authorities of the Department of Defense & the 

Department of Homeland Security, November 14, 2018.  

 

Committee on Oversight and Government Reform  
1) Cybersecurity of the Internet of Things, October 3, 2017.  
2) Cybersecurity of Voting Machines, November 29, 2017.  
3) Oversight of IT and Cybersecurity at the Department of Veterans Affairs, December 7, 2017.  
4) Cyber-securing the Vote: Ensuring the Integrity of the U.S. Election System, July 24, 2018.  
5) GAO High Risk Focus: Cybersecurity, July 25, 2018.  

 

Committee on Science, Space, and Technology  
1) Strengthening U.S. Cybersecurity Capabilities, February 14, 2017.  
2) Bolstering the Government’s Cybersecurity: Lessons Learned from WannaCry, June 15, 2017.  
3) Bolstering the Government’s Cybersecurity: A Survey of Compliance with the DHS Directive, November 14, 

2017. 

 

Committee on Small Business  
1) Small Business Cybersecurity: Federal Resources and Coordination, March 8, 2017.  
2) Protecting Small Businesses from Cyber Attacks: the Cybersecurity Insurance Option, July 26, 2017.  
3) Small Business Information Sharing: Combating Foreign Cyber Threats, January 30, 2018.  

 
 

Senate Hearings  
 

Committee on Armed Services  
1) Foreign Cyber Threats to the United States, January 5, 2017.  
2) Cyber Strategy and Policy, March 2, 2017.  
3) Cyber-enabled Information Operations, April 27, 2017. 
4) The Roles and Responsibilities for Defending the Nation from Cyber Attack, October 19, 2017.  

 

Committee on Banking, Housing, and Urban Affairs  
1) Cybersecurity: Risks to the Financial Services Industry and Its Preparedness, May 24, 2018.  

 

Committee on Commerce, Science, and Transportation  
1) The Promises and Perils of Emerging Technologies for Cybersecurity, March 22, 2017.  
2) Complex Cybersecurity Vulnerabilities: Lessons Learned from Spectre and Meltdown, July 11, 2018.  

 

Committee on Energy and Natural Resources  
1) Cybersecurity Threats to the U.S. Electric Grid and Technology Advancements to Minimize Such Threats, and 

Testimony on S.79, The Securing Energy Infrastructure Act, March 28, 2017.  
2) Efforts to Protect U.S. Energy Delivery Systems from Cybersecurity Threats, April 27, 2017.  
3) Advanced Cyber Technologies That Could Be Used to Help Protect Electric Grids and Other Energy 

Infrastructure from Cyber Attacks, October 26, 2017. 
4) Private Sector and Government Challenges and Opportunities to Promote the Cybersecurity and Resiliency of 

Our Nation’s Critical Energy Infrastructure, March 1, 2018.  
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5) The Energy Efficiency of Blockchain and Similar Technologies and the Cybersecurity Possibilities of Such 
Technologies for Energy Industry Applications, August 21, 2018.   

 

Committee on Homeland Security and Governmental Affairs  
1) Cyber Threats Facing America: An Overview of the Cybersecurity Threat Landscape, May 10, 2017.  
2) Cybersecurity Regulation Harmonization, June 21, 2017.  
3) Mitigating America’s Cybersecurity Risk, April 24, 2018.  

 

Committee on the Judiciary  
1) Equifax: Continuing to Monitor Data-Broker Cybersecurity, October 10, 2017. 
2) Cyber Threats to Our Nation’s Critical Infrastructure, August 21, 2018.  

 

Committee on Small Business and Entrepreneurship  
1) Preparing Small Businesses for Cybersecurity Success, April 25, 2018. 
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