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Key Test Security Documents

2023-2024 Indiana Assessments Policy Manual

Documents Pursuant to SBOE Administrative Rule, 511 IAC 5-5 (Appendix A):

Additional Appendix Items

● Code of Ethical Practices and Procedures
● Indiana Testing Security and Integrity Agreement
● Protocol for Reporting and Investigating Alleged Breaches

● Assessment Monitoring Checklist (Appendix B)
● Testing Irregularity Report (Appendix C)
● Testing Concerns and Security Violations Report (Appendix C)
● Social Media and/or Unallowable Devices Concern Report (Appendix C)
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Review this document and its 
content thoroughly.

Return the signed agreement to 
your CTC/STC.
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Testing Irregularity Report

Testing Concerns and Security 
Violations Report

Social Media and/or Unallowable 
Devices Concern Report

Report Changes for 2023-2024

The three testing 
irregularity reports 
have been updated 

to an online 
Jotform format for 

submission.



Roles & 
Responsibilities
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Report 
Concerns

Complete 
Training

Report 
Concerns

Roles for 2023-2024

Complete 
Training

Review 
Manuals

Monitor 
Students

Follow 
Security 
Protocol

Report 
Concerns

Complete 
Training

Assist TAs

Monitor 
StudentsReport 

Concerns

Test Administrator (TA) Proctor



Test Security 
Guidance: Before, 
During, and After 
Testing
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All school staff must:

Complete test security training by September 30. 

Sign the Indiana Testing Security and Integrity Agreement 
by September 30. 

Review important test security documents referenced in 
the agreement. 

● Cafeteria staff may receive condensed training.
● Bus drivers are not required to complete training or 

the agreement.

All school staff includes but is not limited to staff roles listed in the diagram.

Fall all staff test security training

All 
Staff

Principals 
& Admin.

All 
Educators

Front Office 
Staff/AidesCustodians

Cafeteria 
Staff
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Assessment Vendor Training

TA and Proctor Training & Qualifications

Local Training

● Cambium Assessment, Inc. (CAI) 
TA Certification for ILEARN, IREAD-3, 
and I AM

● WIDA Screener and ACCESS Training
● College Board SAT Proctor and SAT 

School Test Coordinator Training 

● Test administration training
● Accommodations training (general and 

assessment-specific training provided)
● Refresher test security training prior to 

assessment windows
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TA and Proctor Training & Qualifications

TAs must ensure staff remind students they cannot do the following actions:

Discuss, rephrase, or paraphrase test questions/materials in person, by phone, via email, text, social 
media, or any other communication method with others (including, but not limited to, other 
students).

Access cell phones, smart watches, or any other unauthorized device during testing.

Take pictures, screenshots, or videos of any test materials (practice or operational).



Required 
Monitoring
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Do Not Exchange Answers

Follow Instructions

Monitoring During Testing

TAs and 
Proctors must 
monitor test 
sessions to 
ensure that all 
students: 

Use Only Allowable Materials/Devices

Do Not Interfere With or Distract Others

1

2

3

4
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Follow Test Security Protocol

Appropriately Monitor Students

Monitoring TAs & Proctors During Testing

CTCs and STCs 
must monitor 
test sessions to 
ensure that all 
TAs and 
Proctors: 

   Ensure Unallowable Devices Are Not 
Accessible

    Ensure Accommodations Are Correctly 
Provided

1

2

3

4
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IDOE Assessment Monitoring

IDOE Staff will: 

Verify communication with staff.
Review staff training completion and documentation.
Confirm adherence to test security requirements.
Conduct classroom observations
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Prohibited actions during testing

It is not appropriate to do the following: 

Use another staff member’s username or password; 

Use a student’s login information to access practice tests or operational tests;

Review test questions prior to, during, or after test administration;

Discuss, share, video, photograph, or post actual or paraphrased test items/content or student responses in a 
public forum, social media, text, or email; or

Coach students by indicating in any way (e.g., facial expressions, gestures, or the use of body language) that an 
answer choice is correct or incorrect, should be reconsidered, or should be checked.
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Prohibited actions during testing

It is not appropriate to do the following: 

Allow students to use any mechanical, technical, or paper device or aid (calculators, computers, or text-to-speech) 
unless test directions allow such use or the device is documented as a necessary and allowable testing 
accommodation (per the Accessibility and Accommodations Information for Statewide Assessments);

Simplify, modify, or change test directions; 

Rephrase test items or answer student’s factual questions about test content or vocabulary;

Alter students’ answers during or after testing; or 

Read any parts of the test to students except as indicated in the test directions or as documented in a student’s 
formal plan.
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Test Item functionality concerns

Contact your CTC or 
STC with any item 
functionality concerns 
that arise.

Share the following 
information:

   Do Not: 

Assessment name, grade 
level, content area, session or 
section number, and item 
number

Email, Teams message, text, 
photograph, video, or post a 
copy of the item, a 
paraphrased item, or answer 
choices to anyone (not even 
to IDOE, each other, or a 
vendor).
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Test Item Discussion

Staff are expected to understand that:

● Reviewing test questions with students is not acceptable 
until/unless IDOE releases the items by posting them in 
the Released items Repository; and

● Discussing, videoing, texting, photographing, emailing, or 
posting actual or paraphrased test questions is not 
acceptable until/unless IDOE releases the items by posting 
them in the Released Items Repository.
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Testing Irregularities

Testing Irregularity 
Occurs

An unexpected event that 
significantly disrupts the 
testing environment of 
one or more students.

Report to CTC/STC

Staff members must 
immediately report 
irregularities to the CTC 
and/or STC.

Report to IDOE

CTCs and STCs must immediately 
report irregularities to IDOE via the 
submission of the Testing 
Irregularity Report online form 
linked in Appendix C of the Indiana 
Assessments Policy Manual. 
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Common Testing Irregularities

These common test 
irregularities should 
be identified to avoid 

errors in test 
administration. 

Not administering the operational test with the correct 
manual.

TA error when starting/approving tests, particularly 
Performance Tasks (PTs), by mistake.

Students & staff with cell phones or other electronic 
devices in the testing room.

Accommodations not being updated prior to testing.
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Test Security Violations

Test security violations are immediately reported to 
the STC and CTC. 1

Test security violations are immediately reported to 
IDOE by STC or CTC.2

Test security violations are investigated by 
appropropriate corporation staff.3
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Common Test Security Violations

These common test 
security violations 

should be identified to 
avoid errors in test 

administration. 

Unallowable resources (hand held calculators, multiplication 
charts, math notes, homework worksheets)

Unallowable use/access to cell phones.
Coaching.

Missing or late return of secure test materials to vendors.
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Questions?

Contact your School Test Coordinator or 
Corporation Test Coordinator with any 
questions regarding test security or statewide 
assessments. 
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O ce of Student Assessment

317-232-9050

INassessments@doe.in.gov

Contact IDOE



Thank you!


